Understandi ng Honeywell Advanced
Protection Logic (AP L)

APL or Advanced Protection Lo
combat “smashing” the control
station.

gic was introduced with LYNX Touch as a way to
keypad before an intrusion alarm can be sent to a central




station everything is OK — if received within say 60 seconds of the initial pre-alarm
signal. If the panel is “smashed” before it can send the second pre-alarm cancel signal,
then the central station will assume there is a valid burglary in process and take
appropriate response.

The Honeywell Lyric and Honeywell LYNX Touch all-in-panels have APL built-in.
While APL itself will not prevent a break-in or your system potentially being destroyed,
it can ensure notification to your local police of a robbery in progress and hopefully limit
any loss since intruders won’t have hours to spend in your home.

Of course having centra] station monitoring is critical since without it the panel smash
risk has not been removed! Landline connection to a central station is fine for normal
alarm signalling, but is not APL supported and requires a backup communication path

To summarize, APL is used to eliminate panel smash risk and is only supported on the
following panels using interactive service (Honeywell AlarmNet) and UL Central Station
monitoring:

° Honeywell LYNX Touch L5120
o Honeywell LYNX Touch L7000
° Honeywell Lyric LCP500



While traditional security systems house the main "brains” of the system (the
control panel) in a metal alarm cabinet which is usually installed in a basement,
laundry room, utility closet, etc) and then utilize keypads, sensors,
communicators and other devices that all wire back to the control panel, newer
all-in-one type security systems (like the LYNX Touch and Lyric systems) put all
of the components of the system (control panel, keypad, battery backup, alarm

security risk that an intruder could break-in through a delay door (a protected
door that has a delay so that the valid alarm users can enter the property without

triggered. Without APL logic, this would be a huge flaw in the system design and
for good security, the all-in-one system would need to be installed in a remote
location which would be less user friendly.

Fortunately, Honeywell built the APL logic into their servers so that if 3 break-in
of the type described above happens, an alarm is still transmitted to the central
station. The way that APL works is that a "door open"” signal is sent to the
Honeywell/AlarmNet servers as soon as the delay door is open. As the door may
be opened by a valid user coming home or an intruder, the servers don't act on

have been destroyed and therefore, the servers send down the original "door
open" signal as a regular door alarm to the central station to be acted upon. Ifa
disarm did occur, the servers ignore the "door open" signal and just transmit the
disarm and if an alarm did occur, the servers just send down that actual alarm
signal as a regular alarm to the central station,

APL logic won't protect your LYNX Touch or Lyric system from being destroyed
during a break in (there's no way to stop an intruder from breaking anything in the
home once they've gotten in) but it will make sure that a break-in of this type still
generates an alarm so that you and the proper authorities can be notified.



